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~ | THE TIMELINE GAP

Al Agent / Physical Al Market

70% of businesses adopting Agents /
CAGR 33.5% Growth

Regulatory Gap
(RBIDZ=ER)
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- 2025: Guidelines v1.1 2026 Feb: Guidelines v1.2
(No mention of Agents) (Current Update)
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- Agentic Al: Multiple agents making autonomous decisions. m—i,

=
P’ercepti\un O ST NI—=S b (Single)
\ (225)) Se L Simple execution.

{#{#38¢ (Collaborative)
- & ~ Sharing resources in real-time.

lanning!Reasuning

\ (3tiF) / iR R E (Competitive)
N’ O+ O Competing strategies to optimize

results.

IEREE! (Hierarchical)

Q Manager & Subordinate
O o O command structure.

{ Action
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1.YV—=ILDEH 2, I—FODER 3. fEMRDFE D

~ 1 (Tool Abuse): .1 (Code Abuse): -1 (Authority Hijacking):
Executing unintended Generating code for Seizing higher privileges.
operations. intrusion.

4. 30T X LIRIF

(Impersonation):

Pretending to be
another Al

5. (AtRIRDEA 6. ERIFFRDECIRIEH 1.BEEHOADEA
1 (Fake Info Injection): }~{ (Memory Pollution): } | (Malicious Intrusion):
Disrupting coordination. Storing wrong data. Compromising the network.

| BEHBIAN

(Malicious Input)

| ssEe \_| I HRHLRE B SRR | ARIDBIE
(Constraint Evasion) d (Opaque Reasoning) | | (Misinformation Spread) | | (Human Overreliance) |
1 |

M Agent Specific Risks [ Common Al Risks
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Human User
(AHPIRE)
HITL (Human-in-the-Loop) Mechanism (HITLXHZX L)
- i

Developers (F#E) Providers ({2{##) Users (¥ H#E)
Design safe ‘Guardrails’ and ‘Minimum Encrypt inter-systemn communication; Audit Do not over-rely on AL; Set ‘Memory
Privilege’ access. (R2#% H—KL—JL] & logs. (AT LBEEZEBILL. D7 Z2EE Management' rules. (AIIZBE ICfTFE T,

R/ \FrHE) 77 A%RETT B0 ) 9 %0 ) XEVEER) L-ILEBTET %o )



Y7 b0 x7RHEBEN—FI T 7HREDRES | 71 PDIAIDSHE

AIZINIYXL (B&) +tE9—- 7{7?;1—9 (B1F) =71hILA

—aa “‘.‘_‘-‘“““- -

Sensors (Eyes/Ears)

Market Examples

» Tesla: Autonomous driving (Self-judgment/operation) * |ris Ohyama: Cleaning robots optimizing routes via LiDAR
o SECOM (cocobo): Security robots detecting abnormalities » Yaskawa: Autonomous adaptive robot arms
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5 Specific Risks Safety Measures

A 1. YIRS Digital Twin Verification  Fail-Safe / Emergency Stop
(Physical Accidents) : Injury/Damage

A 2. B TBER D ERTUNE

(Privacy) : Bystander capture

A 3. U —5aEEh

(Sensor Error): Noise/Light interference

Unmtended Learning) : Dangerous shortcuts

A 5. REAERADAZEIL

(Instability) : Hardware degradation g Al
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Boundary Line (BERRE)

Machine Learning (i#i5%)
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Neural Network Model

4

Parameter Updates: YES

Al Developer (FIEE) A

Heavier Regulatory Burden.

Model Tuning & Training

LTS

RAG / In-Context Learning

5-8-&

Context Data

Retrieval System Generator

(Fixed Model)

Parameter Updates: NO
Al Provider [ User (12{tE - fIEE) &

Focus on Usage Management & Data.

Augmented
Query [ Data ] Context L[Pre—trained] Eespunseh

}L Retrieval J rL LLM JGeneratiﬂn

No Weights Changed
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Equation A

Equation B
Risk = Loss Amount X Probablhty

Risk = Impact (&

) x Scale G

HiE)

Social/Ethical Focus. Hard to quantify, but covers reputation.
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Economic Focus. Enables Cost-Benefit Analysis.
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Critical
Infrastructure

Biometrics

(SEAKEREE)

Law
Enforcement

((ER1T)
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Softbank Group

Goal: Trust in Sales (SZ2I(CH T 5 1E%8)

Action: Incorporated into decision-
making (Rules, Operations, Judgment

Axes).

/“Govemance is a front-office S
sales tool, not just back-office Z&
compliance.”

™ %

AI Governance Association (AIGA)

Solution:
Al Governance Nav

Maturity Diagnosis

Focus: Detecting “Shadow
AT” and diagnosing
organizational maturity. o
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The Governance Spectrum

EU Al Act
(UL

A |G

G7 Hiroshima Process

Japan Guidelines
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Strict
Penalties
Top-Down
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International
Code of
Conduct
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Agile
Flexible
Living
Document

I

Compliance with
Japan's guidelines
serves as evidence
of safety for G7
global markets.
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. Physical Safety (¥13ZERR21EH8): @ '
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. HITL Mechanisms (A TAOOT v D). {@}

Patenting the specific logic of when and I=~
how a human intervenes.

Q1
Y] S©

Emergency stops and Digital Twin
verification processes.

. Liability & RAG (BfE9R):

Claims design based on the separation
of parameter updates vs. retrieval logic.

Business Risk Shield

If an Agent makes an unauthorized

purchase, who pays? Clear “Human
Approval” logs act as the legal defense.
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— || 1. Role Re-verification:
j i Are you a Developer, Provider, or User? (Check RAG usage). 8@}.

User

: e g \‘x |T] E
el | 2. Agent Risk Assessment: j*\\ 12 RISKS Bk
) Run the ‘12 Risks’ check against current tools. e TN “
- ; TR
o || 3. Physical Safety Audit:
Confirm Digital Twins / Emergency Stops. i
3 | 4. Global Alignment: xfﬁﬁ_i% ol |
| Ensure reporting aligns with Hiroshima Process. pta bl =l ——
| 5. Public Comment Prep: 7 =
Review draft before final March release. L e =\
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® Living Document: The o E Message: Proper governance (HITL, e 2 Call to Action: Integrate these
guidelines will evolve with 9 Safety) allows faster deployment i) updates into FY2026 strategy
technology. because safety is assured. immediately.
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